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ISC: Unrestricted 

Public
Trust

The City designated 
the City Clerk as the 
FOIP Head, with the 

responsibility for 
privacy at The City.

The City is making 
reasonable security 

arrangements 
(administrative, physical 

and technical) against 
privacy risks such as 
unauthorized access, 

collection, use, disclosure 
or destruction of personal 

information.

The City identifies 
purpose and limits 

collection, use, 
disclosure and 

retention of personal 
information.

The City mandates 
Privacy Impacts 

Assessments for all 
new or updated 

technologies, 
programs and services 

that interact with 
personal information.

The City has a Privacy 
Management 

Program, which 
includes privacy 

breach investigations 
and a notification 

protocol. 

The City provides 
privacy training to 

employees and 
contractors. 
Contractual 

obligations regarding 
personal information 

are in place for 
employees and third 

parties.  
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